**Ogłoszenie**

**Pełnomocnik ds. Ochrony Informacji niejawnych.**

Do wniosku: DPZ/369/A/2018

Zarząd Dróg Miejskich poszukuje osoby na stanowisko Pełnomocnika ds. Ochrony Informacji Niejawnych na rok 2019 z formie umowy zlecenie.

# **Głównym  obowiązkiem  stanowiska ds. ochrony informacji niejawnych jest  zapewnienie przestrzegania przepisów o ochronie informacji niejawnych zgodnie z** Ustawą z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnychDz.U. 2010 nr 182 poz. 1228.

**Wymagania od kandydata na stanowisko Pełnomocnika**

1) obywatelstwo polskie;

2) wykształcenie wyższe;

3) ważne co najmniej 2 lata [poświadczenie bezpieczeństwa](http://www.bezpieczneit.com/tag/poswiadczenie-bezpieczenstwa/) o klauzuli TAJNE wydane przez ABW lub SKW,

4) ważne zaświadczenie o przeszkoleniu w zakresie ochrony informacji niejawnych.

**Do zadań pełnomocnika ochrony należy:**

1. zapewnienie ochrony informacji niejawnych, w tym stosowanie środków bezpieczeństwa fizycznego,
2. zapewnienie ochrony systemów teleinformatycznych, w których są przetwarzane [informacje](http://www.bezpieczneit.com/tag/informacje/)  niejawne.
3. zarządzanie ryzykiem bezpieczeństwa informacji niejawnych, w szczególności [szacowanie ryzyka](http://www.bezpieczneit.com/tag/szacowanie-ryzyka/).
4. kontrola ochrony informacji niejawnych oraz przestrzegania przepisów o ochronie tych informacji, w szczególności kontrola ewidencji, materiałów i obiegu dokumentów.
5. opracowywanie i aktualizowanie planu ochrony informacji niejawnych w jednostce organizacyjnej.
6. Opracowywanie i aktualizowanie instrukcji dotyczącej sposobu i trybu przetwarzania informacji niejawnych o klauzuli zastrzeżone w ZDM oraz podległych komórkach organizacyjnych oraz zakres i warunki stosowania środków bezpieczeństwa fizycznego w celu ich ochrony.
7. prowadzenie szkoleń w zakresie ochrony informacji niejawnych.
8. prowadzenie zwykłych postępowań sprawdzających oraz kontrolnych postępowań sprawdzających.
9. prowadzenie aktualnego wykazu osób zatrudnionych w ZDM albo wykonujących czynności zlecone, które posiadają uprawnienia do dostępu do informacji niejawnych, oraz osób, którym odmówiono wydania poświadczenia bezpieczeństwa lub je cofnięto.
10. Tworzenia dokumentacji bezpieczeństwa systemów teleinformatycznych przetwarzających [informacje niejawne](http://www.bezpieczneit.com/category/informacje_niejawne/), tj. [Szczególnych wymagań bezpieczeństwa (SWB)](http://www.bezpieczneit.com/dane_osobowe_informacje_niejawne/szczegolne-wymagania-bezpieczenstwa-swb/) oraz [Procedury bezpiecznej eksploatacji (PBE)](http://www.bezpieczneit.com/dane_osobowe_informacje_niejawne/procedury-bezpiecznej-eksploatacji-pbe/) – jeśli występuje potrzeba posiadania systemu teleinformatycznego.